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Customize your training experience.

Technical training is often more than a development goal — it is a business requirement.
At Infosec, we recognize that your learning journey is unique. Whether you seek to pass your certification exam 
swiftly or explore a range of cybersecurity topics at your preferred pace, we provide flexible training options that 
align with your team’s commitments and training requirements.

Choose how, when, and where you learn.

Infosec Boot Camps
Infosec Boot Camps offer in-person and online live, interactive cybersecurity and IT certification training, 
led by industry experts with 10+ years of experience. Gain exam readiness and ask questions in a conducive 
environment. You can access on-demand resources on Infosec Skills for enhanced domain knowledge and hands-
on experience.

Exam Pass Guarantee*: Don’t pass the exam on the first try?  
Get a second attempt free.

100% Satisfaction Guarantee: Not 100% satisfied at the end of 
day one? You may enroll in a different online or in-person course.

Knowledge Transfer Guarantee: If an employee leaves within 3 
months of obtaining certification, we provide tuition-free training 
for another employee.

* Does not apply to CMMC-AB boot camps

Take control of your cybersecurity education 
and advance your skills at your own pace.

Infosec Skills Self-paced Training
Infosec Skills Self-paced Training is engineered to accommodate your busy schedule while providing a high-quality 
learning experience. With open enrollment, you have the freedom to start training whenever it suits you.  
Complete your training and obtain your certification at your own pace with extended course access.

Certification-focus: On-demand course materials can be 
accessed anytime, anywhere.

Exam voucher included: An easy way to redeem your 
voucher and take the exam.

Expert support: Asynchronous instructor assistance and a 
dedicated student advisory team give you the guidance you 
need to pass the exam.

Learn more about certification training with Infosec

https://www.infosecinstitute.com/skills/boot-camps/


Live boot camps

Information security boot camps

Infosec Skills boot camps are engineered to match the way today’s cybersecurity professionals prefer to learn. In 
addition to live training from an experienced pro, you’ll get unlimited access to 100s of additional hands-on courses 
and cyber ranges to help you advance your skills before, during and after your boot camp.

Information security boot camps
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Ethical Hacking Dual Cert

5-day boot camp

Discover vulnerabilities before the 
bad guys do! Our most popular 
information security and hacking 
training goes in-depth into the 
techniques used by malicious, 
black-hat hackers with attention-
getting lectures and hands-on labs. 
Certification training for CEH and 
PenTest+.

Advanced Ethical Hacking

5-day boot camp

Take your penetration testing skills 
to a new level! The industry’s most 
advanced ethical hacking training 
teaches you how to orchestrate and 
defend against advanced persistent 
threats (APT) attacks. Certification 
training for CPT and CEPT.

Penetration Testing 10-Day

10-day boot camp

Infosec’s penetration testing training 
— delivered in the form of a 10-day, 
boot-camp style course — is the 
information security industry’s most 
comprehensive penetration testing 
course available. Certification training 
for CEH, PenTest+, CPT and CEPT.

Mobile and Web Application 
Penetration Testing

5-day boot camp

Learn how to conduct penetration 
tests on mobile and web applications! 
This boot camp goes in-depth into the 
tools and techniques used to exploit 
and defend web and mobile apps 
with a combination of hands-on labs 
and expert instruction. Certification 
prep for CMWAPT.

Cloud Penetration Testing

5-day boot camp

Learn how to conduct penetration 
tests on cloud services and 
applications! This boot camp goes in-
depth into the tools and techniques 
used to exploit and defend cloud 
infrastructure components with a 
combination of hands-on labs and 
expert instruction. Certification 
training for CCPT.

Red Team Operations 
Training

5-day boot camp

Do good by being bad in this 
exclusive Red Team Operations 
training designed to teach you to 
think like a cybercriminal, help you 
better defend your organization, and 
prepare you for the Certified Red 
Team Operations Professional exam.

Cyber Threat Hunting

3-day boot camp

Learn how to find, assess and remove 
threats from your organization in 
our Cyber Threat Hunting Boot 
Camp designed to prepare you for 
the Certified Cyber Threat Hunting 
Professional exam.

Incident Response and 
Networking Forensics

5-day boot camp

Learn how to detect and respond to 
security incidents! This popular boot 
camp builds your knowledge around 
network forensics and incident 
response with hands-on labs and 
expert instruction.

Computer Forensics

5-day boot camp

Learn how to investigate cybercrime! 
This boot camp goes in-depth into the 
tools, techniques and processes used 
by forensics examiners to find and 
extract evidence from computers. 
Certification training for CCFE.



Information security boot camps
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Mobile Forensics

2-day boot camp

Learn how to use mobile forensics to 
investigate cybercrime! Our Mobile 
Forensics Boot Camp builds your 
skills in a hands-on lab environment 
so you can apply what you 
learned the day you leave training. 
Certification training for CMFE.

Computer and Mobile 
Forensics

7-day boot camp

Learn how to investigate cybercrime! 
This popular boot camp goes in-
depth into the tools, techniques 
and processes used by forensics 
examiners to find and extract 
evidence from computers and mobile 
devices. Certification training for CCFE 
and CMFE.

Data Recovery

5-day boot camp

Learn how to recover sensitive data 
from damaged or partially destroyed 
hard drives, solid-state media and 
removable media! A combination of 
hands-on labs and expert instruction 
builds your knowledge around data 
recovery and prepares you to become 
a Certified Data Recovery Professional 
(CDRP).

Reverse Engineering Malware

5-day boot camp

Learn how to reverse engineer 
and analyze malware! Reverse 
engineering is a vitally important 
skill for today’s expert security 
professional. Keep your organization 
safe by digging into the viruses, 
Trojans and rootkits being used by 
cybercriminals. Certification training 
for CREA.

OT/ICS Certified Security 
Professional (ICSP)

5-day boot camp

Learn the best practices for securing 
Operational Technologies (OT) 
including Industrial Control Systems 
(ICS) and SCADA networks. This boot 
camp teaches you how to defend 
against both internal and external 
attackers to provide holistic security 
for critical industrial automation 
systems.

NIST Cybersecurity 
Framework

3-day boot camp

This three-day boot camp teaches you 
how to employ the NIST Cybersecurity 
Framework in order to better manage 
and reduce your organization’s 
cybersecurity risk.

CSIS Top 20 Critical Security 
Controls

5-day boot camp

This boot camp helps you master the 
20 Important Security Controls as 
published by the Center for Strategic 
and International Studies (CSIS).

DOD Risk Management 
Framework

4-day boot camp

Infosec’s Risk Management 
Framework (RMF) Boot Camp is a 
four-day course in which you delve 
into the IT system authorization 
process and gain an understanding of 
the Risk Management Framework.

NERC Critical Infrastructure 
Protection

5-day boot camp

This five-day boot camp provides a 
detailed overview of and teaches how 
to comply with the North American 
Electric Reliability Corporation Critical 
Infrastructure Protection (NERC CIP) 
standards.
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Cybersecurity Foundations

3-day boot camp

Learn topics ranging from foundational 
security concepts and principles to 
specific topics like common security 
tools and technologies, key security 
roles, common attack types, and best 
practice security controls or mitigation 
strategies. A comprehensive but 
beginner-friendly training for those 
looking to get started or expand their 
cybersecurity expertise.



(ISC)² certification boot camps

Infosec Skills boot camps are engineered to match the way today’s cybersecurity professionals prefer to learn. In 
addition to live training from an experienced pro, you’ll get unlimited access to 100s of additional hands-on courses 
and cyber ranges to help you advance your skills before, during and after your boot camp.

(ISC)² certification boot camps
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CISSP

7-day boot camp

Take your career to the next level by 
earning one of the most in-demand 
security certifications. Infosec’s 
Certified Information Systems 
Security Professional (CISSP) training 
is more than just a live boot camp. 
You’ll get everything you need to 
successfully prepare for, earn and 
maintain your CISSP certification.

CGRC (previously - CAP)

3-day boot camp

Learn how to maintain and authorize 
information systems within the NIST 
Risk Management Framework (RMF). 
You’ll leave this boot camp with the 
knowledge and domain expertise 
needed to pass the Certified in 
Governance, Risk and Compliance 
(CGRC) exam the first time you take it.

CCSP

5-day boot camp

Learn how to design, manage and 
secure assets in the cloud. This boot 
camp teaches you best practices 
around cloud data, applications and 
infrastructure — and prepares you 
to become a Certified Cloud Security 
Practitioner (CCSP).

CSSLP

5-day boot camp

Become a Certified Secure Software 
Lifecycle Professional (CSSLP). 
You’ll leave this boot camp with the 
knowledge and domain expertise 
needed to pass the CSSLP exam the 
first time you take it.

ISSAP

4-day boot camp

Take your CISSP to the next level by 
earning your ISSAP concentration. 
The ISSAP builds on your CISSP 
knowledge and validates your 
expertise in developing, designing 
and analyzing security solutions.

ISSEP

4-day boot camp

Take your CISSP to the next level by 
earning your ISSEP concentration. The 
ISSEP builds on your CISSP knowledge 
and validates your ability to 
practically apply systems engineering 
principles and processes to develop 
secure systems.

ISSMP

4-day boot camp

Take your CISSP to the next level by 
earning your ISSMP concentration. 
The ISSMP builds on your CISSP 
knowledge and validates your 
expertise in establishing, presenting 
and governing information security 
programs.



CompTIA certification boot camps

Infosec Skills boot camps are engineered to match the way today’s cybersecurity professionals prefer to learn. In 
addition to live training from an experienced pro, you’ll get unlimited access to 100s of additional hands-on courses 
and cyber ranges to help you advance your skills before, during and after your boot camp.

CompTIA certification boot camps
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A+

5-day boot camp

Don’t be afraid, beginners! This entry-
level boot camp provides the most 
comprehensive approach to earning 
your CompTIA A+ certification. 
A+ certification leads to career 
advancement, personal improvement, 
skills enhancement and higher 
salaries.

Network+

5-day boot camp

Learn how to configure, troubleshoot 
and oversee networks! This 
boot camp provides the most 
comprehensive approach to earning 
your CompTIA Network+ certification, 
one of the most popular certifications 
an IT professional can attain.

Security+

5-day boot camp

Infosec’s authorized CompTIA Security+ 
Boot Camp teaches you information 
security theory and reinforces that 
theory with hands-on exercises to 
help you learn by doing. You will learn 
how to configure and operate many 
different technical security controls 
— and leave prepared to pass your 
Security+ exam.

CySA+

5-day boot camp

Learn how to use behavioral analytics 
to prevent, detect and combat cyber 
threats! This boot camp provides 
the most comprehensive approach 
to earning CompTIA’s intermediate-
level Cybersecurity Analyst (CySA+) 
certification.

Ethical Hacking Dual Cert

5-day boot camp

Discover vulnerabilities before the 
bad guys do! Our most popular 
information security and hacking 
training goes in-depth into the 
techniques used by malicious, 
black-hat hackers with attention-
getting lectures and hands-on labs. 
Certification training for CEH and 
PenTest+.

CASP+

5-day boot camp

Take your cybersecurity skills to the 
next level by becoming a CompTIA 
Advanced Security Practitioner 
(CASP+). You’ll learn the “how to” of 
implementing cybersecurity solutions 
and leave with one of the industries 
most respected certifications.

Linux+

5-day boot camp

Infosec’s authorized CompTIA Linux+ 
Boot Camp is a hands-on training 
covering every important facet of 
the world’s most popular open 
source operating system. You’ll learn 
hardware and system configuration, 
system maintenance, troubleshooting 
and diagnostics, security, scripting 
and more.

Cloud+

5-day boot camp

Adopting a vendor-neutral approach, 
this course provides you with an 
understanding of essential cloud 
concepts needed to start or advance 
your career working with cloud 
technologies. You’ll have the knowledge 
required to pass your Cloud+ exam, 
the only cloud-focused certification 
approved for DoD 8570.01-M.

Data+

5-day boot camp

With data playing an ever-increasing 
role in today’s business and 
technology landscape, the demand 
for skilled data professionals is higher 
than ever. Upon completion of this 
course, you’ll have the knowledge 
needed to pass the CompTIA Data+ 
exam as well as valuable data skills 
for nearly any industry or role.



ISACA certification boot camps

Infosec Skills boot camps are engineered to match the way today’s cybersecurity professionals prefer to learn. In 
addition to live training from an experienced pro, you’ll get unlimited access to 100s of additional hands-on courses 
and cyber ranges to help you advance your skills before, during and after your boot camp.

ISACA certification boot camps
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CISA

5-day boot camp

Infosec’s Certified Information 
Systems Auditor (CISA) Boot Camp 
is a five-day training focused on 
preparing you for the ISACA CISA 
exam. You’ll leave with the knowledge 
and domain expertise needed to pass 
the CISA exam the first time you take 
it.

CISM

5-day boot camp

Infosec’s Certified Information 
Security Manager (CISM) Boot Camp 
is a five-day training focused on 
preparing you for the ISACA CISM 
exam. You’ll leave with the knowledge 
and domain expertise needed to pass 
the CISM exam the first time you take 
it.

CRISC

3-day boot camp

Learn the principles and practices of 
IT governance. Build your knowledge 
around how IT risk relates to your 
organization and prepare to earn 
your Certified in Risk and Information 
Systems Control (CRISC) certification.

CGEIT

4-day boot camp

Infosec’s Certified in the Governance 
of Enterprise IT (CGEIT) Boot Camp 
is a four-day training focused on 
preparing you for the ISACA CGEIT 
exam. You’ll leave with the knowledge 
and domain expertise needed to pass 
the CGEIT exam the first time you 
take it.

CDPSE

5-day boot camp

Infosec’s Certified Data and Privacy 
Solutions Engineer (CDPSE) Boot 
Camp offers a natural progression 
for IT professionals who are tasked 
with designing, implementing and 
managing the technology that stores, 
collects and transports PII, as well as 
ensuring that privacy is considered in 
the design.

COBIT 2019 Foundation

3-day boot camp

Take the first step toward strategic 
roles in GRC and IT governance 
with the Control Objectives for 
Information and Related Technology 
(COBIT) framework! Plus, the 
knowledge and skills gained through 
a deeper understanding of the COBIT 
framework will prepare you for the 
COBIT Foundation Certificate exam.

Implementing the NIST CSF 
Using COBIT 2019

2-day boot camp

Build on your expertise in not just 
understanding NIST and COBIT® 
2019, but also in implementing 
the globally accepted frameworks 
together. Gain the know-how to 
integrate cybersecurity standards and 
enterprise governance of Information 
& technology (EGIT).

COBIT 2019 Design and 
Implementation

4-day boot camp

Build on your expertise in not just 
understanding COBIT®, but also in 
implementing the globally accepted 
framework to maximize the value 
of enterprise information and 
technology. Gain the know-how to 
design and implement an effective 
IT governance system and run 
governance improvement programs.



Infosec Skills boot camps are engineered to match the way today’s cybersecurity professionals prefer to learn. In 
addition to live training from an experienced pro, you’ll get unlimited access to 100s of additional hands-on courses 
and cyber ranges to help you advance your skills before, during and after your boot camp. 

CMMC certification boot camps
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Certified CMMC 2.0 
Professional Boot Camp

5-day boot camp

The Certified CMMC 2.0 Professional 
(CCP) is the first step to becoming an 
assessor. It certifies you as a valuable 
resource for consulting agencies and 
organizations seeking CMMC guidance.

Certified CMMC 2.0 Assessor 
Boot Camp

5-day boot camp

Take your career to the next level by 
becoming one of the first Certified 
CMMC Assessors (CCA). The CMMC 
career path contains three levels 
of assessors based on the different 
maturity levels.



IAPP certification boot camps

Infosec Skills boot camps are engineered to match the way today’s cybersecurity professionals prefer to learn. In 
addition to live training from an experienced pro, you’ll get unlimited access to 100s of additional hands-on courses 
and cyber ranges to help you advance your skills before, during and after your boot camp.

IAPP certification boot camps
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CIPP/US

2-day boot camp

Infosec’s two-day authorized CIPP/
US boot camp provides privacy 
professionals with essential 
knowledge and understanding of 
important U.S. laws, regulations and 
enforcement models.

CIPP/E

2-day boot camp

Infosec’s two-day authorized 
CIPP/E boot camp provides privacy 
professionals with essential 
knowledge and understanding of 
important European Union laws, 
regulations and enforcement models.

CIPM

2-day boot camp

Infosec’s two-day authorized 
CIPM boot camp focuses on the 
development, implementation and 
management of privacy policies and 
frameworks.

CIPT

2-day boot camp

Infosec’s two-day authorized CIPT 
boot camp helps you gain a deep 
understanding of the need of privacy 
in the IT environment and the 
common challenges enterprises are 
facing when factoring data privacy 
into their products and services.

CIPP/US and CIPT

4-day boot camp

Infosec’s four-day authorized CIPP/
US and CIPT boot camp provides 
privacy professionals with essential 
knowledge and understanding of 
both important U.S. laws, regulations 
and enforcement models as well as 
the common challenges enterprises 
are facing when factoring data privacy 
into their products and services.

CIPP/US and CIPM

4-day boot camp

Infosec’s four-day authorized CIPP/US 
and CIPM boot camp provides privacy 
professionals with both essential 
knowledge and understanding of 
important U.S. laws, regulations 
and enforcement models as well as 
information on the development, 
implementation and management of 
privacy policies and frameworks.

CIPP/US, CIPT and CIPM

6-day boot camp

Infosec’s six-day authorized CIPP/
US, CIPT and CIPM boot camp 
provides privacy professionals 
with the essential knowledge and 
understanding of U.S. privacy laws, 
technology concerns, and privacy 
policies and frameworks necessary to 
successfully pass all three certification 
exams.



Cisco certification boot camps

Infosec Skills boot camps are engineered to match the way today’s cybersecurity professionals prefer to learn. In 
addition to live training from an experienced pro, you’ll get unlimited access to 100s of additional hands-on courses 
and cyber ranges to help you advance your skills before, during and after your boot camp.

Cisco certification boot camps
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CCNA Dual Cert

7-day boot camp

Infosec’s authorized CCNA Dual 
Certification Boot Camp helps you 
build your knowledge of networking 
and provides hands-on experience 
installing, configuring and operating 
network devices — all while preparing 
you to earn two Cisco certifications.

CCNA

5-day boot camp

Infosec’s authorized CCNA Boot Camp 
helps you build your knowledge of 
networking and provides hands-on 
experience installing, configuring and 
operating network devices.

Cisco Certified CyberOps 
Associate

2-day boot camp

Infosec’s authorized Cisco Certified 
CyberOps Associate Boot Camp is an 
intense two-day training designed to 
build a foundation of skills around 
cybersecurity operations. You will 
acquire the skills necessary to begin 
a career working with associate-
level cybersecurity analysts within a 
security operations center (SOC).

CCNP Enterprise

10-day boot camp

Take your networking professional 
career to the next level! Infosec’s 
authorized CCNP Enterprise Boot 
Camp is a comprehensive 10-day 
training that prepares you to earn 
one of Cisco’s most prestigious 
certifications.



Microsoft certification boot camps

Infosec Skills boot camps are engineered to match the way today’s cybersecurity professionals prefer to learn. In 
addition to live training from an experienced pro, you’ll get unlimited access to 100s of additional hands-on courses 
and cyber ranges to help you advance your skills before, during and after your boot camp.

Microsoft certification boot camps
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Microsoft Azure Dual Cert

7-day boot camp

Learn how to implement, monitor, 
maintain and secure Microsoft 
Azure solutions! This boot camp 
provides hands-on experience and 
prepares you to earn two Microsoft 
certifications: Azure Administrator 
Associate and Azure Security Engineer 
Associate.

Microsoft Azure Configuring 
Windows Server Hybrid 
Advanced Services Boot Camp

4-day boot camp

Learn how to configure advanced 
Windows Server services using 
on-premises, hybrid and cloud 
technologies! This boot camp 
provides hands-on experience and 
prepares you to earn your Microsoft 
Azure AZ-801 certification.

Microsoft Azure 
Administrator Training Boot 
Camp

4-day boot camp

Learn how to implement, monitor, 
maintain and secure Microsoft Azure 
solutions! This boot camp provides 
hands-on experience and prepares 
you to earn your Microsoft Azure 
Administrator certification.

Microsoft Azure 
Fundamentals Training Boot 
Camp

1-day boot camp

This course helps new and 
established IT professionals learn 
the key concepts, components and 
benefits of cloud computing with 
Microsoft Azure.

Microsoft Azure Administering 
Windows Server Hybrid Core 
Infrastructure Boot Camp

4-day boot camp

Learn how to implement and manage 
on-premises and hybrid solutions 
such as identity, management, 
computer, networking and storage 
in a Windows Server hybrid 
environment! This boot camp 
provides hands-on experience and 
prepares you to earn your Microsoft 
Azure AZ-800 certification.



Secure Coding boot camps

Infosec Skills boot camps are engineered to match the way today’s cybersecurity professionals prefer to learn. In 
addition to live training from an experienced pro, you’ll get unlimited access to 100s of additional hands-on courses 
and cyber ranges to help you advance your skills before, during and after your boot camp.

Secure coding boot camps
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Secure Coding for C/C++

2-day boot camp

Learn the most common 
programming bugs and their practical 
mitigation techniques through 
hands-on exercises that provide full 
understanding of the root causes of 
security problems.

Secure Coding for Java

3-day boot camp

Learn how to develop Secure 
Java applications. This boot camp 
is designed for developers and 
designers of Java applications 
that require effective, real-world 
secure programming skills they 
can implement immediately at the 
workplace.

Secure Coding in PHP

3-day boot camp

Learn how to make PHP applications 
resistant to attacks from security 
issues around JavaScript, Ajax 
and HTML5. This boot camp is 
designed for PHP developers 
that require effective, real-world, 
secure programming skills they 
can implement immediately at the 
workplace.

Secure Coding for .NET 
Training

3-day boot camp

Learn how to develop Secure 
.NET applications. This boot camp 
is designed for ASP.NET and C# 
developers that require effective, 
real-world, secure programming skills 
they can implement immediately at 
the workplace.



Infosec Skills boot camps are engineered to match the way today’s cybersecurity professionals prefer to learn. In 
addition to live training from an experienced pro, you’ll get unlimited access to 100s of additional hands-on courses 
and cyber ranges to help you advance your skills before, during and after your boot camp.

Other boot camps

Don’t see what you need?
Dozens of other IT and security boot camps are available for private onsites or online group training. 
Contact us for more information.

Other boot camps
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Project Management 
Professional (PMP)

4-day boot camp

Infosec’s Project Management 
Professional (PMP) Boot Camp 
provides a quick and convenient 
approach to PMP certification. You’ll 
gain the knowledge needed to pass 
the PMP exam and the project 
management education hours 
required for certification all in one 
boot camp.

Infosec RHCSA Training Boot 
Camp

5-day boot camp

Infosec’s RHCSA Boot Camp helps 
you gain the essential knowledge and 
hands-on skills to leverage Linux for 
your organizational advantage.

https://www.infosecinstitute.com/form/infosec-skills-team-pricing/?utm_source=pardot&utm_medium=catalog&utm_campaign=infosec%20skills%20course%20catalog


Self-paced certification training
Can’t take time off? Infosec Skills Self-Paced Training is engineered to accommodate your busy schedule while 
providing a high-quality learning experience. With open enrollment, you have the freedom to begin your training 
whenever it suits you. Extended access to the course materials fits the training seamlessly into your routine. Our 
knowledgeable instructors are available to answer your questions offline, and a dedicated student advisory team is 
just a message away to support your learning journey.

Infosec Skills Self-paced Training
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AZ-104:  Microsoft Azure 
Administrator

Course | 60 hours

You will learn to manage Azure 
subscriptions and resources, 
implement and manage storage, 
deploy and manage virtual machines 
(VMs), configure and manage virtual 
networks, and manage identities.   

AZ-500: Microsoft Azure 
Security Technologies

Course | 50 hours

This course is intended for Azure 
and Microsoft server security 
professionals and those who are 
looking to take and pass the AZ-500: 
Microsoft Azure Security Technologies 
exam. 

AZ-900: Microsoft Azure 
Fundamentals

Course | 40 hours

You will learn foundational level 
knowledge on cloud concepts; core 
Microsoft Azure services; security, 
privacy, compliance, and trust; and 
Azure pricing and support. 

Certified AWS Cloud 
Practitioner

Course | 40 hours

This course is intended for IT 
professionals who would like to 
better understand AWS Cloud 
concepts and core AWS services. 

Certified AWS Developer 

Course | 40 hours

The AWS Developer course is 
designed for intermediate-level 
software developers and those 
looking to learn more about AWS’s 
developing capabilities. 

Certified AWS Solutions 
Architect

Course | 60 hours

The AWS Architect Associate course 
is designed for solutions architects 
and solution design engineers who 
want to learn fundamental skills to 
architect their IT solutions on AWS 
and more. 

Certified AWS SysOps 
Administrator 

Course | 60 hours

The AWS SysOps Administrator 
course is intended for system 
administrators and software 
developers who wish to learn related 
best practices and tools on the 
AWS platform for configuring and 
deploying systems. 

Cloud Engineer Training

Course | 220 hours

The Cloud Engineer training will 
prepare you to be a certified 
cloud engineer, one of the 15 
highest-paying IT jobs, and earn 
well-respected certifications that 
demonstrate you possess the real-
world skills employers look for.  

CompTIA A+

Course | 290 hours

This course prepares you for the 
CompTIA A+ certification. It requires 
passing two exams covering topics 
like mobile devices, networking, and 
troubleshooting. 
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CompTIA Network+

Course | 110 hours

A CompTIA Network+ certification 
course teaches you the basics of 
networking and prepares you for 
the certification exam (N10-008). 
You’ll learn about network design, 
security, routing and switching, cloud 
computing, IPv6, and forensics, and 
have hands-on experience with a lab 
simulator. 

CompTIA Security+

Course | 80 hours

Learn a broad range of security 
topics, including threat management, 
identity management, access control, 
cryptography, and network security. 
This course will teach you everything 
you need to take and successfully 
pass the CompTIA Security+ 
certification exam. 

CompTIA Advanced Security 
Practitioner (CASP)

Course | 75 hours

Prepare for CompTIA Advanced 
Security Practitioner (CASP) 
certification, one of the most valuable 
certifications in the IT field. 

CompTIA Cloud+

Cisco CCNA Certification 
Training

Course | 75 hours

Course | 225 hours

Cloud computing is a rapidly 
growing field. This online course is 
designed for beginners and covers 
everything you need to know to pass 
the CompTIA Cloud+ certification 
exam and pursue a career in cloud 
computing. 

Take the next step in your IT career 
by preparing for the Cisco CCNA 
certification exam. You’ll master 
certification-based topics for 
networking essentials, so you can 
implement and administer Cisco 
solutions. Exam voucher included in 
enrollment. 

CompTIA Linux+

Cisco CCNP Enterprise: 
ENCOR & ENARSI

Course | 75 hours

Course | 130 hours

This Linux training course covers 
operating, maintaining, and 
troubleshooting Linux operating 
systems in a systems administrator 
role. 

This course is intended for network 
engineers, system engineers, network 
administrators, and those looking 
to attain their CCNP Enterprise 
certification. 

Certified Kubernetes 
Administrator (CKA)

Certified Information 
Security Manager (CISM)

Course | 130 hours

Course | 75 hours

This course will teach you how to 
use the container management 
platform used by companies like 
Google to manage their application 
infrastructure. 

Prepare for the Certified Information 
Security Manager (CISM) certification 
and gain skills in four key areas: 
management, risk management and 
compliance, program development, 
and incident management. 
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Certified Information 
Systems Auditor (CISA)

Course | 75 hours

This online CISA training course 
will prepare you for the five key 
domains: auditing, governance, 
implementation, management, and 
protection. 

Certified Information 
Systems Security 
Professional (CISSP)

Course | 150 hours

In the online world, information 
security is crucial for all organizations. 
Earning a CISSP certification can help 
cyber security professionals stay 
ahead in this field. 

Certified Ethical Hacker v.12

Course | 100 hours

Certified Ethical Hacker CEH v12 will 
teach you the latest commercial-
grade hacking tools, techniques, and 
methodologies used by hackers and 
information security professionals to 
lawfully hack an organization.

Certified Penetration Testing 
Professional (CPENT)

Linux Foundation Certified 
System Administrator

Computer Hacking Forensics 
Investigator (CHFI)

ITIL 4 Foundation

Course | 200 hours

Course | 90 hours

Course |100 hours Course | 20 hours

Learn how to perform an effective 
penetration test in an enterprise 
network environment that must be 
attacked, exploited, evaded, and 
defended using the EC-Council’s 
Certified Penetration Tester (CPENT) 
program. 

This course will teach you the critical 
skills and knowledge needed to 
take the Linux Foundation Certified 
System Administrator (LFCS) exam—
including all things involved with the 
Linux operating system. 

This course prepares for Computer 
Hacking Forensics Investigator (CHFI) 
certification exam. You will master the 
security discipline of digital forensics 
from a vendor-neutral perspective. 

Prepare for the ITIL 4 Foundation 
exam, a key certification for 
professionals managing modern IT-
enabled services. 
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